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AISA SydneySEC Conference 2024 Call for Speakers  
AISA is pleased to invite current members and the wider cyber security community to submit 
a proposal for AISA’s SydneySEC Conference. This year the conference is being held on 
Tuesday 25 June 2024 at Hyatt Regency and the conference is expected to attract over 600 
attendees. This one-day event is run and hosted by members, for members and guests of the 
NSW information and cyber security community. 

We are now calling upon the community to share your experience and knowledge at this 
year’s conference by submitting your presentation proposal as detailed further below. 

No matter whether you are an independent consultant, a security professional at a small 
company, a blogger, an expert security architect at a large company with a story to tell, a 
security manager or privacy expert – your submissions will all be reviewed equally. All 
submissions will be reviewed by the AISA Sydney Branch Committee and will have to adhere 
to the same criteria we apply for keynote speakers – the presentation must be vendor neutral 
and cannot be product focused.   

Whilst we are not limiting the topics that you can submit a paper on, we will rate favourably 
those presentations which are focused on the following areas: 

• Leadership, risk, governance and strategy  
• Cyber security, incidents and technology 

 

CONFERENCE DETAILS 
Date:  Tuesday 25 June 2024 

Venue: Hyatt Regency Sydney 
161 Sussex Street, Sydney NSW 2000 

Time:  9:00am – 5:00pm 

Attendance: 600 

Sessions: All sessions are for a duration of 40 minutes which includes Q&A. 
 
Please note: AISA does not cover the costs associated in presenting at this conference – 
travel, flights, parking and accommodation. If accepted as a speaker, each speaker will need to 
make and pay for their own arrangements. As a speaker at the conference, you will receive a 
complimentary registration. 
 

Submit: Please complete and return this form to the AISA Event Manager, Kylie Hatcher via 
email to events@aisa.org.au by Midnight (AEST) on Friday 12 April 2024. No extensions 
will be permitted. 

mailto:events@aisa.org.au
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CONTACT DETAILS 

Full Name:   
  

Organisation:  
  

Job Title:  
  

State you reside in:   
  

Primary Email:  
  

Mobile Number:  

 
SPEAKER DETAILS 

Speaker Photo: Please include a photo of yourself with your submission (jpeg or png) 
 

Speaker Biography: (This information will appear on the AISA website and in other marketing 
materials) 
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SESSION DETAILS 
Presentation Title: (50 Character Limit – Clearly indicate the topic of your presentation and do so in a 
way that attracts potential attendees for your presentation). 

 

Presentation streams cover the below themes: (Tick the theme that best fits your presentation) 

 Leadership, risk, governance and strategy 

 Cyber security, incidents and technology 

Have you presented this session before? If yes, please state at which event or conference/s 

 

Presentation Abstract: (Please explain in detail what your session will cover including topics and 
take-aways or learnings. This abstract will be included in our marketing materials, website and 
program). 
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